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A "smishing" (az SMS és a phishing sz6 kombinaciéja)
azt jelenti, hogy a csalok személyes, pénziigyi vagy

biztonsagi informaciokat kérnek szoveges iizenetben. @@

HOGYAN TORTENIK?

A csal6 SMS-ek arra kérnek, hogy a benne lévo linkre
kattintva, vagy telefonszam felhivasaval 'hitelesitse’,
'frissitse’ vagy 'Ujra aktivalja' a bankszamlgjat. De... a
link egy hamis weboldalra iranyit, a telefonszamot
pedig csalok hasznaljak, akik agy tesznek, mintha egy
torvényesen miikodo céq ligyintézoi lennének.

MIT TEHET?

Ne kattintson a linkre, mellékletre vagy képre, amit a kéretlen lizenetek tartalmaznak,
csak miutan ellendrizte a feladot!

Ne kapkodjon! Szanjon ra idét és ellendrizze az iizenetet, mielott valaszol!

Soha ne valaszoljon olyan szoveges iizenetekre, amiben PIN kddot, online banki jelsz6t
vagy mas bizalmas adatot kérnek!

Ha agy érzi csald lizenetre valaszolt és megadta banki adatait, azonnal értesitse a bankot!
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